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RESUMO

A protecdo de dados pessoais nao € apenas um direito individual, mas uma condi¢ao
para o exercicio da cidadania, a preservacao da dignidade humana e a manutencao de
um ambiente democratico e livre. Atualmente o tratamento de dados pessoais no Brasil
é regulado pela Lei Geral de Protegdo de Dados, conhecida por LGPD. Este trabalho
tem como fundamento o estudo da referida lei, em cotejo com uma analise das
procedimentalidades operacionais em bibliotecas universitarias, com especial foco na
conceituada e histérica biblioteca da Faculdade de Direito do Recife, dado seu papel
crucial no acesso a informagdo e no armazenamento de grandes volumes de dados.
Tendo como parametro as premissas operacionais implementadoras das boas praticas
bibliotecarias, esta pesquisa busca elencar propostas alternativas de aprimoramentos
e/ou corregdes pragmaticas, buscando contribuir para a adequacao efetiva a LGPD.
Conclui-se entdo que a conformidade legal exige a implementacdo de um programa

continuo de governancga de dados e uma profunda mudanca de cultura institucional.

Palavras-chave: Lei Geral de Protecdo de Dados; Biblioteca Universitaria; Protecao de

Dados Pessoais; Governanca de Dados.



ABSTRACT

Personal data protection is not merely an individual right, but a condition for the exercise
of citizenship, the preservation of human dignity, and the maintenance of a free and
democratic environment. Currently, personal data processing in Brazil is regulated by
the General Data Protection Law, also known as LGPD. This study is based on the
analysis of the aforementioned law, in conjunction with an examination of the
operational procedures in university libraries, with a special focus on the renowned and
historic library of the Faculdade de Direito do Recife, given its crucial role in accessing
information and storing large volumes of data. Taking as a parameter the operational
premises that implement best practices in libraries, this research seeks to list pragmatic
alternative proposals for improvements and/or corrections, aiming to contribute to
effective compliance with the LGPD. It is thus concluded that legal conformity requires
the implementation of a continuous data governance program and a profound change in

institutional culture.

Keywords: General Data Protection Law; University Library; Personal Data Protection;

Data Governance.
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1 INTRODUGAO

Com a vigéncia da Lei Geral de Protecdo de Dados (LGPD), Lei n°
13.709/2018, novas formas de regulamentagdo do tratamento de dados pessoais
foram incorporadas ao ordenamento juridico brasileiro, com foco na garantia dos
direitos fundamentais a liberdade de expressdo e comunicagao, privacidade e
segurancga publica dos cidaddos em um ambiente cada vez mais digitalizado, bem
como a livre formagao da personalidade de cada individuo.

Instituicbes publicas e privadas que armazenam e processam dados pessoais,
como as bibliotecas, devem se adaptar a essa legislacédo, implementando medidas
para garantir a conformidade com os requisitos legais da LGPD e a protegdo dos
dados de seus usuarios.

No contexto da Faculdade de Direito do Recife (FDR) da Universidade Federal
de Pernambuco (UFPE), a biblioteca, uma das mais tradicionais e relevantes no
ambito juridico nacional, desempenha um papel crucial no acesso ao seu acervo de
informacgao e pesquisa juridica e legislativa, armazenando grandes volumes de dados
pessoais, exigindo, portanto, a conformidade de suas praticas de gestdo de dados
pessoais a LGPD. Assim, o presente trabalho tem como objetivo central realizar um
estudo de caso da aplicacdo da referida norma, oferecendo recomendacdes e
solugdes relacionadas ao tratamento de dados pela Biblioteca da FDR - Biblioteca
Setorial do Centro de Ciéncias Juridicas da UFPE (BIBCCJ).
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2 PROTEGAO DE DADOS: Direito Fundamental em construgéio

A consolidagao do direito a prote¢cao de dados pessoais como direito fundamental
reflete um processo histérico e normativo complexo, que acompanha a evolugcao das
sociedades modernas diante dos avangos tecnoldgicos e da intensificagdo das
interacbes no meio digital. “Fazemos parte de uma sociedade que busca ter e deter
informacdes, como forma diferenciadora entre elas e conservar o seu poder”
(CARDOZO et al, 2007, p. 327). Nao se trata apenas de proteger informagdes isoladas,
mas de garantir a autodeterminagao informativa do individuo, sua dignidade e sua
liberdade de expressao e comunicagdo em um ambiente cada vez mais marcado pela
coleta massiva e automatizada de dados.

No Brasil, a protecdo da privacidade e dos dados pessoais ganhou contornos
constitucionais ao longo do tempo. A Constituicdo Federal de 1988 ja assegurava, em
seu artigo 5°, a inviolabilidade da intimidade, da vida privada, da honra e da imagem, e
previa mecanismos como o0 habeas data para garantir o acesso e a retificagcdo de
informacdes pessoais. Contudo, a positivagao expressa do direito a protecao de dados
como direito fundamental s6 se deu com a Emenda Constitucional n® 115, de 2022, em
resposta as novas dindmicas sociais e tecnoldgicas que atualmente demandam maior
seguranga juridica e padronizagdo de regulamentos e praticas para a protecdo dos
dados pessoais.

Art. 5° Todos sdo iguais perante a lei, sem distincdo de qualquer
natureza, garantindo-se aos brasileiros e aos estrangeiros residentes
no Pais a inviolabilidade do direito a vida, a liberdade, a igualdade, a
seguranga e a propriedade, nos termos seguintes:
X - séo inviolaveis a intimidade, a vida privada, a honra e a imagem
das pessoas, assegurado o direito a indenizagao pelo dano material ou
moral decorrente de sua violacao;
[...]
LXXIX - é assegurado, nos termos da lei, o direito a protecdo dos
dados pessoais, inclusive nos meios digitais. (Incluido pela Emenda
Constitucional n° 115, de 2022).

Historicamente, os direitos fundamentais evoluiram em dimensdes. O direito a

privacidade pertence a primeira dimensao, voltada a abstengdo do Estado. Ja a
protecdo de dados se insere na terceira dimensao, por ser um direito difuso,
essencial a coletividade e a manutencdo da democracia. Trata-se de um direito que
pressupde prestacdes estatais, regula o tratamento da informagédo em circulagéo e
busca equilibrar interesses publicos, privados e individuais.

O contexto atual € marcado pela chamada “sociedade da informagao”, onde


https://www.planalto.gov.br/ccivil_03/Constituicao/Emendas/Emc/emc115.htm#art1
https://www.planalto.gov.br/ccivil_03/Constituicao/Emendas/Emc/emc115.htm#art1
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dados pessoais sao insumos essenciais para o funcionamento do mercado, da
administragdo publica e até das relagdes sociais mais triviais. A emergéncia da
internet, da inteligéncia artificial, do big data e da vigilancia digital transformou o
valor da informacé&o e expds vulnerabilidades antes inexistentes. Em resposta, o
ordenamento juridico brasileiro construiu uma arquitetura normativa multifacetada,
envolvendo o Cédigo de Defesa do Consumidor, o Marco Civil da Internet, a Lei de
Acesso a Informacgao e, mais recentemente, a Lei Geral de Protegao de Dados.

A LGPD, de 14 de agosto de 2018, inspirada no Regulamento Geral sobre a
Protecdo de Dados (GDPR) europeu, representa um marco regulatério robusto para
o tratamento de dados pessoais no Brasil. Ela define os direitos dos titulares, as
obrigagbes dos agentes de tratamento e € composta por principios, tais como da
transparéncia, segurancga, finalidade, responsabilizacdo e prestacao de contas. Sua
aplicacdo € transversal, abrangendo desde plataformas digitais até servigos
interpessoais, em que o tratamento de dados sensiveis demanda ainda maior rigor.

Além disso, a LGPD institui a Autoridade Nacional de Protecdo de Dados
(ANPD), responsavel por fiscalizar, regulamentar e educar a sociedade sobre o
tema. A protecdo de dados, portanto, ndo se limita ao cumprimento legal, mas
implica uma mudanca cultural nas praticas empresariais, no poder publico e na vida
cotidiana dos cidad&os.

A constitucionalizagcdo do direito a protecdo de dados e o reconhecimento da
sua autonomia em relagdo a privacidade, como declarado pelo Supremo Tribunal
Federal, reforcam sua centralidade no Estado Democratico de Direito. A decisdo do
STF na ADI 6387, por exemplo, ao barrar o compartilhamento de dados pessoais
pelas operadoras de telefonia ao IBGE, destacou o principio da autodeterminagao
informativa e demonstrou que, na era digital, ndo ha mais dados “insignificantes”, e,
portanto, sua manipulacédo e tratamento devem observar os limites delineados pela
protegao constitucional.

A autodeterminacédo individual pressupde — mesmo sob as condicdes
da moderna tecnologia de processamento de informagao — que, ao
individuo esta garantida a liberdade de decisao sobre as agbes a
serem procedidas ou omitidas e, inclusive, a possibilidade de se
comportar realmente conforme tal decisdo. (STF; Agao Direta de
Inconstitucionalidade (ADI) 6387; Relatora: Min. Rosa Weber; Data do
julgamento: 24/04/2020).

Entretanto, essa construgdo ainda esta em curso. A efetividade do direito a

protecdo de dados exige a criagdo de uma cultura de privacidade, a capacitagao de
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agentes publicos e privados, a educagédo digital da populagdo e a constante
atualizagdo normativa para acompanhar as inovacdes tecnoldgicas. E preciso ir além
da mera observancia da lei, adotando praticas transparentes e éticas, que respeitem
a centralidade do individuo no tratamento de seus dados.

Em suma, a protecdo de dados pessoais ndo é apenas um direito individual,
mas uma condicdo para o exercicio da cidadania, a preservagdo da dignidade
humana e a manutengcdo de um ambiente democratico e livre. Sua consolidacao
como direito fundamental €, portanto, um passo necessario que exige vigilancia

permanente, engajamento coletivo e compromisso institucional.
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3 AMBITO DE APLICAGAO DA LGPD: as cinco lentes de analise juridica

A LGPD, ao instituir um novo paradigma juridico para o tratamento de informacgdes
pessoais no Brasil, possui um vasto espectro de aplicabilidade que exige uma analise
multifacetada. A compreenséao integral da lei demanda a sua dissecacéo por meio de
perspectivas analiticas que revelam o seu alcance. As cinco lentes — subjetiva,
material/objetiva, territorial, temporal e quantitativa — permitem um estudo aprofundado

sobre os limites e as exigéncias do novo marco regulatorio nacional.

3.1 A PERSPECTIVA SUBJETIVA: a quem se aplica?

A analise subjetiva da LGPD define a quem a lei se aplica, identificando os
atores envolvidos na relagdo de tratamento de dados e suas responsabilidades
legais. No centro da legislagao esta o Titular de Dados, a pessoa natural a quem se
referem os dados pessoais e cuja autonomia e privacidade sao os bens juridicos
tutelados pela lei. Todos os dispositivos da LGPD convergem para garantir o controle
do titular sobre suas informacdes.

Em contrapartida, a lei estabelece os Agentes de Tratamento. O Controlador é
a pessoa juridica ou natural a quem compete a tomada de decisdes relativas ao
tratamento dos dados, definindo a finalidade e as bases legais. A responsabilidade
do Controlador é primaria. O segundo agente é o Operador, que realiza o tratamento
em nome e sob as instrucbes do Controlador. O Art. 23 da lei impde um regime
especifico para o Poder Publico quando atua como Controlador, exigindo o
cumprimento da lei, mas orientando as bases legais majoritariamente para o
cumprimento da obrigacao legal e a execugao de politicas publicas.

Art. 23. O tratamento de dados pessoais pelas pessoas juridicas de
direito publico referidas no paragrafo unico do art. 1° da Lei n° 12.527,
de 18 de novembro de 2011 (Lei de Acesso a Informacgao) , devera ser
realizado para o atendimento de sua finalidade publica, na persecugao
do interesse publico, com o objetivo de executar as competéncias
legais ou cumprir as atribui¢cdes legais do servigo publico, desde que:

| - sejam informadas as hipoteses em que, no exercicio de suas
competéncias, realizam o tratamento de dados pessoais, fornecendo
informacdes claras e atualizadas sobre a previsao legal, a finalidade,
os procedimentos e as praticas utilizadas para a execugao dessas
atividades, em veiculos de facil acesso, preferencialmente em seus
sitios eletrbnicos.


https://www.planalto.gov.br/ccivil_03/_Ato2011-2014/2011/Lei/L12527.htm#art1
https://www.planalto.gov.br/ccivil_03/_Ato2011-2014/2011/Lei/L12527.htm#art1
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Por fim, a lei obriga a nomeag¢ado de um Encarregado de Dados, que funciona
como o canal de comunicagao entre os agentes de tratamento, os titulares de dados
e a ANPD.

3.2 A PERSPECTIVA MATERIAL/OBJETIVA: sobre o que se aplica?

O ambito material ou objetivo da LGPD estabelece o objeto de sua regulagao,
que é o tratamento (toda e qualquer operagao realizada com dados) de dados pessoais
e dados pessoais sensiveis. A lei é aplicada a um universo de operagdes que incluem a
coleta, a utilizagdo, o acesso, o armazenamento, a classificacdo e a eliminagcdo das
informacoes.

Crucialmente, a perspectiva material exige que o tratamento esteja sempre
justificado por uma das Bases Legais taxativamente previstas na LGPD (Art. 7° e Art.
11), em observancia ao Principio da Finalidade.

A lei dispensa protegdo mais rigorosa aos Dados Pessoais Sensiveis — aqueles
relacionados a aspectos intimos e potencialmente discriminatérios do individuo (saude,
religido, origem racial, filiagdo politica, dados biométricos). O tratamento desses dados
€ vedado, exceto sob condi¢cdes especificas e mais estritas, reforcando o cuidado com

informagdes que podem impactar os direitos e liberdades fundamentais do titular.

3.3 A PERSPECTIVA TERRITORIAL: onde se aplica?

A analise territorial define os limites geograficos e operacionais da aplicagdo da
LGPD. A lei possui um escopo de aplicagdo amplo e transnacional, aplicando-se a: (1)
qualquer operagdo de tratamento de dados realizada em territério nacional; (2)
atividades de tratamento que busquem oferecer bens ou servicos a individuos
localizados no Brasil; (3) ou dados pessoais coletados no Brasil.

Esse carater de extraterritorialidade mitigada significa que a lei alcanga empresas
e orgaos, mesmo que o tratamento de dados seja realizado fora do pais, desde que a
finalidade ou a coleta esteja vinculada ao Brasil. A lei, portanto, estabelece um padrao
de protecdo de dados que deve ser seguido globalmente por qualquer entidade que

interaja com o ecossistema brasileiro.
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3.4 A PERSPECTIVA TEMPORAL: quando se aplica?

A perspectiva temporal aborda a vigéncia da LGPD e sua incidéncia sobre o
acervo de dados. A lei ndo opera somente pro futuro, regulando as operagdes de
tratamento que se iniciam apds sua entrada em vigor. Pelo contrario, ela é plenamente
aplicavel ao conjunto de dados pessoais ja existente na base das organizagdes, o
chamado acervo historico.

Este ponto exige que as entidades revisem seus cadastros passados para
garantir que a retengao e o tratamento continuo desses dados estejam amparados em
uma base legal e em conformidade com o Principio da Adequacéao. A protecao de
dados, reforcada como direito fundamental na Constituicdo Federal pela Emenda
Constitucional n® 115, de 2022, tem um carater continuo e permanente, exigindo uma

adequacao constante dos procedimentos ao longo do tempo.

3.5 A PERSPECTIVA QUANTITATIVA: quanta aplicag&do?

A LGPD se aplica a qualquer volume de tratamento de dados pessoais, mas a
perspectiva quantitativa é essencial para a gestdo de riscos e para a definicdo das
medidas de seguranca. O volume de dados manipulados por uma organizacéo é
diretamente proporcional ao risco de um incidente de seguranca e ao potencial
danoso contra o titular.

Organizagdes que lidam com uma grande massa de dados ou com alto numero
de dados sensiveis devem implementar medidas técnicas e administrativas mais
robustas e complexas. Essa proporcionalidade € um dos pilares do Principio da
Seguranga. Além disso, a acumulagdo de um vasto acervo de dados aumenta a
responsabilidade dos agentes de tratamento, exigindo um rigoroso processo de

governanga e a manutengao de uma cultura de privacidade permanente.
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4 OS DADOS NA BIBCCJ E ALGPD

A BIBCCJ, uma das mais tradicionais e importantes do pais, coleta e processa
uma vasta quantidade de dados pessoais de discentes, docentes, técnicos e
pesquisadores. Por lidar diretamente com dados de diversas partes interessadas, a
BIBCCJ deve adaptar seus procedimentos, principalmente na coleta, verificacao,
armazenamento, tratamento e disseminagdo dessas informagdes, oportunamente
para modernizar a sua gestdo de dados pessoais, 0 que demanda a implementacao
de politicas e praticas adequadas de governanga de dados.

Além disso, a protecido de dados pessoais esta cada vez mais associada a
reputacdo institucional, sendo fundamental que a biblioteca adote politicas
transparentes e robustas para fortalecer a confiangca de seus usuarios, garantindo a
preservagao das informagdes pessoais e mitigando riscos associados a violagdo da
privacidade. Isso é especialmente relevante para instituicdes de ensino e pesquisa,
sendo as bibliotecas destes 6rgaos espacos socioculturais que dispdem de produtos e
servigos informacionais. Nesse sentido, a American Library Association (ALA) ressalta
a importancia do direito a privacidade no exercicio do servigo publico de todas as

bibliotecas, como féruns de informacgao e de ideias.

Todas as pessoas, independentemente de origem, idade, formagédo ou ponto
de vista, possuem o direito a privacidade e confidencialidade no uso da
biblioteca. As bibliotecas devem advogar, educar e proteger a privacidade das
pessoas, salvaguardando todos os dados de uso da biblioteca, incluindo
informacdes de identificacdo pessoal. (AMERICAN LIBRARY ASSOCIATION,
1996, tradugédo minha).

Para operagdes como registro de empréstimos, acesso a bases de dados e
comunicagdo com o usuario, a aplicagdo da LGPD na BIBCCJ define os seguintes
papéis: O Titular de Dados é, primariamente, o aluno, professor ou funcionario que
se cadastra na biblioteca. Ele é a ponta da cadeia, a pessoa fisica a quem os dados,
o foco da protegéo legal, pertencem; A FDR atua como controlador, pois € quem
toma as decisdes sobre a finalidade e a forma como esses dados sao utilizados no
sistema da biblioteca; por fim, os operadores sao os profissionais, entre técnicos e
bibliotecarios, responsaveis por executar as tarefas de coleta, processamento,
armazenamento ou descarte de dados pessoais, conforme as determinacdes
estabelecidas pela alta direcédo da instituicao.

A BIBCCJ coleta dados pessoais, como por exemplo: nome completo;

matricula; numero de registro no cadastro de pessoa fisica (CPF); numero da
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identidade (RG); endereco; telefone fixo e celular; lista de livros retirados; lista de
doadores de livros; estatistica de empréstimo; biometria utilizada como autenticagao
de cadastro; e o levantamento do perfil do usuario para a disseminacao seletiva da
informagéo, os quais passam a ser abordados a seguir, no sentido de responder a
pergunta central que norteia a pesquisa: quais medidas institucionais devem ser
adotadas pela Biblioteca da Faculdade de Direito do Recife para garantir a

adequacao a LGPD e assegurar a protegao dos dados pessoais de seus usuarios?

4.1 DADOS PESSOAIS NA BIBCCJ

O ponto de partida para a conformidade é o mapeamento completo dos dados
coletados, armazenados e tratados. A BIBCCJ, no desempenho de suas funcbes
informacionais e socioculturais , lida com um grande volume de informagdes que
permitem a identificacdo de seus usuarios, caracterizando-os como dados pessoais,
informacao relacionada a pessoa natural identificada ou identificavel.

Conforme levantamento realizado para a presente pesquisa, a lista de dados
pessoais coletados pela biblioteca engloba, mas n&o se limita a:

1. Dados de Identificacao e Contato: Nome completo, CPF, RG, e-mail, telefone
(fixo e celular), login adicional e foto.

2. Dados Residenciais: Endereco, rua, numero, complemento, bairro, CEP, cidade,
UF e nacionalidade.

3. Dados Institucionais/Académicos: Matricula, categoria de usuario, nivel de
autorizacdo, tipo de empréstimo, situacdo/unidade de informacéo,
situacao/instituicdo e unidade de informacao.

4. Dados de Registro: Data de cadastro, data de nascimento, validade, senha, via
da carteira, nome do arquivo da foto, demais informagdes, mensagem de aviso e
informagdes restritas.

5. Dados Estatisticos e Histérico: Escolaridade e histérico (lista de livros retirados).

4.2 DADOS SENSIVEIS NA BIBCCJ

A LGPD estabelece uma categoria de dados que exige maior rigor no

tratamento: os dados pessoais sensiveis. Estes sao definidos como aqueles
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referentes a origem racial ou étnica, convicgao religiosa, opinido politica, filiagdo a
sindicato ou a organizacgao de carater religioso, filoséfico ou politico, dado referente a
saude ou a vida sexual, dado genético ou biométrico, quando vinculado a uma
pessoa natural. Tais informagdes sao consideradas intimas e potencialmente
discriminatorias, exigindo consentimento especifico, destacado e explicito para seu
tratamento, salvo excegdes legais.

No contexto da BIBCCJ, destacam-se como dados sensiveis:

1. Deficiéncia: A coleta desta informacdo € um dado sensivel referente a saude,
utilizado pela biblioteca, por exemplo, para garantir a adequada acessibilidade
e o tratamento no atendimento.

2. Género: Embora a LGPD ndo o liste explicitamente, seu tratamento é
frequentemente associado a dados potencialmente discriminatérios. E um dado
coletado para adequado tratamento no atendimento.

3. Biometria: A biometria utilizada como autenticacdo de cadastro também se

classifica como dado sensivel conforme a lei (dado biométrico).

Para o tratamento destes dados sensiveis, a base legal deve ser rigorosamente
observada. Em 6rgaos publicos como a FDR, a coleta pode se justificar pela
implementagdo e execucao de politicas publicas que requerem o mapeamento de

informagdes como raga ou deficiéncia para fins estatisticos ou de garantia de direitos.

4.3 DADOS ANONIMIZADOS NA BIBCCJ

A anonimizacado é a utilizacdo de meios técnicos razoaveis e disponiveis no
momento do tratamento, por meio dos quais o dado perde a possibilidade de
associacao, direta ou indireta, a um individuo. Quando os dados sao anonimizados,
eles deixam de ser regidos pela LGPD, o que pode ser uma estratégia importante
para o tratamento de grandes massas de dados.

A LGPD, em seu Art. 5° lll, define o dado anonimizado como "dado relativo a
titular que n&o possa ser identificado, considerando a utilizacédo de meios técnicos
razoaveis e disponiveis na ocasiao de seu tratamento".

A pratica da biblioteca deve observar se dados como o histérico de livros
retirados e o levantamento do perfil do usuario para a disseminacdo seletiva da

informacdo sdo devidamente anonimizados antes de seu uso para finalidades
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genéricas, como relatorios institucionais ou estatisticas. Por exemplo, o
preenchimento de dados de auto identificagdo com finalidade exclusivamente
estatistica ndo deve identificar o usuario, garantindo assim a anonimizacdo dos

dados coletados.
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5 DESAFIOS NO TRATAMENTO DE DADOS: analise dos requisitos legais

A conformidade com a LGPD exige que toda operacdo de tratamento de dados
esteja fundamentada em uma das bases legais previstas nos Artigos 7° e 11 da Lei.
Para instituicbes que atuam no servigo publico, como € o caso em analise, o tratamento

de dados pessoais € viabilizado por um conjunto especifico de critérios juridicos.

5.1 AS BASES LEGAIS PARA O PROCESSAMENTO DE DADOS PESSOAIS

O Artigo 7° da LGPD estabelece as condigdes sob as quais o tratamento de

dados pessoais ¢ licito, sendo as mais pertinentes para o contexto do servigo publico:

1. Consentimento do Titular (Art. 7°, I): O tratamento pode ocorrer mediante o
fornecimento de consentimento pelo titular. O consentimento é definido como a
"manifestacao livre, informada e inequivoca pela qual o titular concorda com o
tratamento de seus dados pessoais para uma finalidade determinada"
(BRASIL, 2018, art. 5° XIl). Sua relevéancia é destacada pelas politicas de
privacidade, que se tornam pressuposto para a autorizacdo do usuario;

2. Execucéao de Contrato ou Procedimentos Preliminares (Art. 7°, V): O tratamento
€ permitido quando for essencial para a execu¢dao de um contrato ou de
procedimentos preliminares a ele relacionados, do qual o titular dos dados seja
parte. No servigo publico, a coleta de dados é necessaria, por exemplo, para a
formalizagdo de um contrato de empréstimo de bem publico, como o comodato
de um material do acervo;

3. Interesse Publico e Boa-fé (§ 3° do Art. 7°): Mesmo que o dado pessoal seja de
acesso publico, seu tratamento deve considerar a finalidade, a boa-fé e o
interesse publico que justificaram sua disponibilizagdo. A boa-fé &, portanto, um

elemento necessario para a prestagao do servigo.

Apesar de o consentimento ser uma base legal aplicavel, a confianga do
usuario na instituicdo como um ambiente seguro para o armazenamento de seus

dados e o interesse legitimo do servigo também se aplicam, conforme a doutrina
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(BIONI, 2019). E imperativo, todavia, que o titular seja sempre informado sobre o uso
e a finalidade do tratamento, possuindo o direito de acesso, retificagdo, apagamento

e restricdo do processamento de seus dados.

5.2 AS BASES LEGAIS PARA O PROCESSAMENTO DE DADOS SENSIVEIS

Pensando no tratamento de dados sensiveis, existem alguns requisitos para que
uma biblioteca possa processa-los que estdo elencados no artigo 11 da LGPD. Para
além da condicao referida acima, que guarda relagdo com o consentimento do titular,
existe a previsdo legal nos processos de identificagdo e autenticagdo de cadastro em
sistemas eletrénicos, como o utilizado pela BIBCCJ, na garantia da prevencao a fraude
e a seguranca do titular de dados (Art. 11, 1l, g).

Dessa forma, o tratamento de dados sensiveis € permitido, mesmo sem o
consentimento do titular, quando for indispensavel para a protecdo do préprio titular
contra usos indevidos ou fraudulentos, como na verificacdo de identidade para acesso

a servicos ou sistemas.

5.3 OUTROS DESAFIOS: o compartilhamento e a interoperabilidade de dados pelo

poder publico

O compartilhamento de dados € um tema que exige rigorosa analise, devendo
ser pautado pela confianga e pelo principio da finalidade. Os Artigos 25 e 26 da
LGPD tratam especificamente da interoperabilidade e do compartilhamento de dados
publicos:

Art. 25. Os dados deverao ser mantidos em formato interoperavel e
estruturado para o uso compartilhado, com vistas a execucédo de
politicas publicas, a prestacao de servigos publicos, a descentralizacao
da atividade publica e a disseminacido e ao acesso das informagdes
pelo publico em geral.

Art. 26. O uso compartilhado de dados pessoais pelo Poder Publico
deve atender a finalidades especificas de execugdo de politicas
publicas e atribuicdo legal pelos 6rgaos e pelas entidades publicas,
respeitados os principios de protecdo de dados pessoais elencados no
art. 60 desta Lei.

§ 10 E vedado ao Poder Publico transferir a entidades privadas dados
pessoais constantes de bases de dados a que tenha acesso, exceto:

| - em casos de execugao descentralizada de atividade publica que
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exija a transferéncia, exclusivamente para esse fim especifico e
determinado, observado o disposto na Lei no 12.527, de 18 de
novembro de 2011 (Lei de Acesso a Informagao);
Il - (VETADO);
Il - nos casos em que os dados forem acessiveis publicamente,
observadas as disposicdes desta Lei.
IV - quando houver previsao legal ou a transferéncia for respaldada em
contratos, convénios ou instrumentos congéneres; ou
V - na hipétese de a transferéncia dos dados objetivar exclusivamente
a prevencao de fraudes e irregularidades, ou proteger e resguardar a
seguranga e a integridade do titular dos dados, desde que vedado o
tratamento para outras finalidades.
§ 20 Os contratos e convénios de que trata o § 10 deste artigo deverao
ser comunicados a autoridade nacional.

A avaliagdo da legalidade do compartiihamento frequentemente alcanga o

ambito judicial, como ilustrado pela suspensédo de medida proviséria pelo Supremo
Tribunal Federal em 2020. Na ocasido, o STF suspendeu o compartiihamento de
dados de usuarios de telecomunicagdes com o IBGE, pautando-se na violagdo da
inviolabilidade da intimidade e do sigilo de dados, e exigindo a avaliagdo da
necessidade, relevancia, urgéncia, razoabilidade e proporcionalidade da medida.
Esse precedente reforca a necessidade de que os 6rgaos publicos, que incluem
instituicbes integrantes da administragao direta ou indireta , avaliem criteriosamente
a necessidade de compartilihamento, evitando usos que possam ter finalidades

diversas daquelas para as quais os dados foram originalmente coletados.
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6 RESPONSABILIDADE E CONSEQUENCIAS DO DESCUMPRIMENTO DA LGPD

O descumprimento da LGPD por instituigdes publicas implica responsabilidade
e pode gerar consequéncias juridicas severas. O Art. 23 da Lei impde ao Poder
Publico a obrigacdo de adequagdo, estabelecendo que o tratamento de dados
pessoais deve ser realizado para o atendimento de sua finalidade publica especifica.

A atuacido do agente de tratamento deve ser balizada pelos principios da lei,
sobretudo o Principio da Finalidade, que determina que o tratamento deve ocorrer
para "propositos legitimos, especificos, explicitos e informados ao titular, sem
possibilidade de tratamento posterior de forma incompativel com essas finalidades"
(BRASIL, 2018, art. 5° IlI, art. 6°). O tratamento que nao atende a essa finalidade,
como aquele realizado com o intuito de melhor atender o usuario por meio de um
servico individualizado, pode incorrer em descumprimento da LGPD.

A protegcao diferenciada de dados sensiveis — como dados biométricos, que
exigem atencdo especial por afetarem a intimidade dos individuos — intensifica a
responsabilidade dos agentes publicos. A lei de prote¢cado de dados possui implicagdes
econdmicas e politicas internas e externas, e todas as instituicdes que tratam dados
pessoais, incluindo as entidades publicas, estdo sujeitas a necessidade de
adequacao. A inobservancia dessas regras acarreta responsabilidade e a possivel

aplicacao de sang¢des administrativas e judiciais.
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7 A ADEQUAGAO INSTITUCIONAL: BOAS PRATICAS E SEGURANGA JURIDICA

A adequacdo a LGPD é um processo continuo que envolve a adocado de
medidas técnicas e administrativas, visando a seguranga dos dados e o cumprimento
dos principios legais. A partir de uma analise critica da praxis da BIBCCJ confrontada
com a LGPD, torna-se possivel elencar boas praticas a serem implementadas em
carater corretivo, de aprimoracéo e, até mesmo de inovagao, no sentido de oferecer
servicos mais adequados ao publico usuario, ou mesmo internos e entre outras

instituicdes analogas.

7.1 TRANSPARENCIA E INFORMAGAO AO TITULAR DE DADOS PESSOAIS

O principio da transparéncia € essencial e se materializa por meio de
documentos claros de politica de privacidade. As plataformas institucionais devem
prever espaco para informacgdes detalhadas sobre a coleta e o tratamento dos dados
pessoais, como a forma como os dados sao coletados; a finalidade clara e especifica
do tratamento; a legitimagéo existente para o tratamento; e o local de armazenamento
dos dados.

Para além da necessidade do consentimento, a coleta dos dados de uma
biblioteca é necessaria para execugao de um contrato de empréstimo de bem publico,
nesse caso um livro ou outro material do acervo. O titular dos dados apesar de
fornecer o consentimento, possui direitos individuais de ser informado sobre o0 uso que
sera dado aos seus dados e a finalidade expressa do consentimento; de acessar
esses dados; de retifica-los; de apaga-los; de restringir seu processamento e de nao
estar sujeito a decisdes e perfis automatizados.

Uma cartilha de autoria da BIBCCJ disponibilizada ao publico usuario é
exemplo de uma boa pratica a ser implementada na garantia da transparéncia e
informacéo ao titular de dados pessoais em conformidade com a LGPD. A Tabela 1

explicita os dados da composigao deste documento.
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Tabela 1 - Protétipo de Cartilha

Dados coletados.

Dados de identificagdo (nome, matricula,
enderecos residencial, comercial ou
eletrénico, numeros de telefone, etc.);

fotografia e biometria.

A forma de coleta dos dados.

Por meio do formulario de consentimento,
de mensagens eletrbnicas enviadas a

biblioteca, etc.

A finalidade da coleta dos dados.

Inscricao na biblioteca para fazer uso do
empréstimo domiciliar e entre bibliotecas,
servigo de disseminacédo seletiva da

informacao, outros.

A forma de armazenamento e tratamento

dos dados.

Bases de dados da biblioteca,

outros.

A forma de proteg¢ao dos dados.

Meios de seguranga utilizados para
proteger os dados, treinamento para
todos os funcionarios da biblioteca sobre

o conteudo da LGPD, outras formas.

Os direitos dos usuarios em relagao aos

seus dados pessoais.

Direito ao consentimento; de confirmacgao
da existéncia do tratamento; de acesso
aos dados e de correcao de dados
incompletos, inexatos ou desatualizados;
de eliminac&o dos dados; de revogagéao

do consentimento.

A forma de contato com a biblioteca.

Fisicamente, correspondéncia,

mensagem eletrénica, outros.

As mudancas na politica de privacidade

da biblioteca.

Temporalidade, forma de aviso aos

usuarios, etc.

Fonte: O autor (2025)
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7.2 MEDIDAS TECNICAS E ANONIMIZACAO

A seguranga dos sistemas que abrigam dados pessoais € uma preocupagéo
necessaria para garantir a privacidade e o cumprimento do marco regulatério. Dos
mecanismos de seguranga técnica, destaca-se como fundamental, o processo de
anonimizacao dos dados. A aplicagdo da anonimizagao, quando possivel, garante que
a informacao possa ser utilizada para fins estatisticos e de pesquisa sem a total
incidéncia da lei, 0 que vem a ser crucial estrategicamente para a elaboragdo de
relatérios, como aqueles concernentes a historico de multas ou de empréstimos de
livros.

Portanto a BIBCCJ observaria adequadamente a LGPD, ao garantir que todas
as informagdes coletadas e respostas as perguntas fornecidas para a elaboragéo do
relatério em analise serdo anonimizadas. De forma que quaisquer informacdes
pessoais ou potencialmente identificaveis serdo removidas ou alteradas antes que os

resultados sejam compartilhados em um relatério e tornados publicos.

7.3 O PERIODO DE RETENGCAO E CONSERVACAO DOS DADOS

O tempo de tratamento dos dados deve seguir o Art. 15 da LGPD, que
estabelece as hipoteses para o término do tratamento, como o alcance da finalidade e
o fim do periodo de retengao necessario.

Art. 15. O término do tratamento de dados pessoais ocorrera nas
seguintes hipoéteses:
| - verificagdo de que a finalidade foi alcangada ou de que os dados
deixaram de ser necessarios ou pertinentes ao alcance da finalidade
especifica almejada;
II - fim do periodo de tratamento;
lll - comunicacédo do titular, inclusive no exercicio de seu direito de
revogacao do consentimento conforme disposto no § 5° do art. 8°
desta Lei, resguardado o interesse publico; ou
IV - determinagdo da autoridade nacional, quando houver violacdo ao
disposto nesta Lei.

Pragmaticamente, a BIBCCJ deve promover o descarte dos dados dos alunos

que nao tem mais vinculo com a instituicho como premissa operacional
implementadora de boas praticas. Por exemplo, discentes formados nao configuram
usuarios e, portanto, seus dados pessoais podem ser excluidos do repositorio da

biblioteca sem prejuizo ao principio da finalidade.
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7.4 OS DIREITOS AUTORAIS SOB A PERSPECTIVA DA PROTECAO DAS BASES
DE DADOS

A Lei N° 9.610/98, conhecida por Lei de Direitos Autorais (LDA), protege as
criagdes intelectuais, regulando a relagdo entre o autor e sua obra, incluindo o
controle sobre a circulagdo por terceiros. Especificamente para bases de dados, o
artigo 87 da LDA assegura ao titular o direito exclusivo sobre a forma de expressao e

a estrutura dessa base.

Por outro lado, a LGPD permite em seu artigo 13 que 6rgaos de pesquisa em
saude publica acessem bases de dados pessoais, desde que 0 uso seja estritamente
para estudos, adotando a anonimizagdo sempre que possivel. Um exemplo pratico
disso é o repositério COVID-19 Data Sharing/BR da FAPESP, que compartilha dados
de pacientes, como internagdes e desfechos, com o devido tratamento de

pseudonimizagao.

Diante disso, as bases de dados, armazenadas pela biblioteca e compostas por
trabalhos de concluséo de curso de seus usuarios, requerem uma dupla protecéo legal:
a do Direito Autoral, que protege a sele¢ado, organizagao ou disposi¢céo do conteudo; e
a da LGPD, exigindo a anonimizagao ou pseudonimizagao dos dados pessoais. Assim,
€ essencial que a LDA e a LGPD atuem de forma complementar para garantir a
circulagao segura e correta das informagdes, respeitando tanto a protecdo dos dados

pessoais quanto o direito de autor do titular da base organizada.
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8 CONSIDERAGOES FINAIS

O presente estudo objetivou analisar a aplicagdo da LGPD e as medidas de
adequacao necessarias no contexto do servigo publico, especificamente em uma
instituicdo de ensino e pesquisa. A analise demonstrou que o tratamento de dados
pessoais por essas entidades enquadra-se integralmente no que a LGPD direciona
para o Poder Publico, exigindo o rigoroso cumprimento das bases legais, sobretudo a

execugao de politicas publicas e o cumprimento de obrigacéao legal.

A conformidade com a LGPD néo se restringe a mera observancia formal das
normas, mas demanda uma profunda mudanca de cultura institucional, que se apoia na
transparéncia, na segurangca dos sistemas e na ades&o as boas praticas, como a
adocgao de protocolos de criptografia e a anonimizacdo de dados quando a finalidade

assim o permitir.

As preocupagdes com a forma como os dados s&o coletados, a finalidade de seu
uso e a seguranga dos sistemas de armazenamento sdo essenciais para garantir a
privacidade e o cumprimento legal sobre o tema. Espera-se que as conclusdes deste
trabalho sirvam de subsidio para a implementagdo de um programa de governanga de
dados eficaz, mitigando os riscos de responsabilizagcdo e assegurando os direitos

fundamentais dos titulares.
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